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Abstract—In this paper, a sparse code multiple access
(SCMA)-based edge computing scheme is proposed for Internet-
of-Things (IoT) systems. The aim of implementing SCMA, which
is a nonorthogonal multiple access resource allocation tech-
nique, is to improve network connectivity and maximize data
rate provision. The proposed edge-IoT system is investigated
under different SCMA configurations to explore the various
performance aspects such as connectivity, throughput, task com-
pletion time, and complexity. First, the problem is formulated
as a data rate maximization problem for SCMA-based hetero-
geneous networks under power constraints. Then, the problem
is subdivided into a power allocation problem, which is solved
using the water filling approach, and a codebook allocation
problem that is solved using a heuristic algorithm. The results
show that the SCMA scheme can significantly improve the IoT
performance compared to the conventional orthogonal frequency-
division multiple access resource allocation scheme in terms of
connectivity, throughput, and task completion time provided
that SCMA configurations are suitable with IoT processing
capabilities to avoid undesired detection latency.

Index Terms—Edge computing, heterogeneous networks
(HetNets), Internet-of-Things (IoT), nonorthogonal multiple
access (NOMA), orthogonal frequency-division multiple access
(OFDMA), sparse code multiple access (SCMA).

I. INTRODUCTION

THE INTERNET of Things (IoT) is expected to remark-
ably change the way we are living into a smarter, safer,

and easier lifestyle. With the current trend toward IoT, it can
be realized that IoT is confidently dominating the future of
information and communication technologies. However, many
challenges still exist regarding the establishment of efficient
IoT systems, in particular, device connectivity and service
latency. To meet the massive connectivity demands of IoT
devices, the sparse code multiple access (SCMA) scheme,
which is a nonorthogonal multiple access (NOMA)-based
scheme is envisioned as a promising solution to cope with the
connectivity challenge [1], [2]. Unlike orthogonal frequency
division techniques, NOMA-based schemes allow multiple
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users to share the same subcarriers to increase the number
of users served. In contrast with other NOMA techniques,
SCMA provides improved link-level performance and block
error rate as introduced in [3] and [4]. Furthermore, compar-
ing SCMA with code division multiple access (CDMA), which
is a code-domain multiple access scheme, SCMA allows a
multidimensional design of constellation points that in turn
enhances system flexibility compared to the 1-D constellation
in CDMA [5].

Despite the aforementioned advantages, SCMA detection
requires complicated algorithms to decode transmitted signals
especially when the number of users sharing one subcarrier
is increased. Along with the decoding process, implement-
ing robust interference cancellation techniques is inevitable
to maintain satisfactory signal quality at IoT receivers. In
addition, the computing capability of IoT devices might be
inadequate for fast SCMA detection, thus more delay will
be experienced, and that is a serious issue for delay-sensitive
applications such as e-health and vehicular communications
that can only tolerate few milliseconds of delay [6]. Therefore,
it is essential to consider the computing capabilities of IoT
systems such as the microprocessor speed [7], when designing
SCMA-based systems.

Rather than performing computing tasks using the on-device
processors, IoT devices have the opportunity to offload their
tasks to edge devices (fog nodes) in the vicinity, benefiting
from the reduced end-to-end latency. The physical proximity
of edge devices with end-users also supports IoT applications
that require location awareness, low latency, and high qual-
ity of service (QoS) [8]. Edge devices are equipped with the
necessary hardware to enable small-scale cloud-like functions
such as authentication, computing, and storage. Performing
cloud functions at the network edge helps to save backhaul
resources and alleviate the burdens on cloud servers. Instead
of sending all data to the distant cloud, the operations of
data aggregation, filtration, and analysis can be achieved by
edge devices leaving only abstracted data to be further pro-
cessed by the cloud. In the same context, edge devices can
carry out machine learning techniques to harness the big IoT
data for achieving accurate content caching and provide timely
responses to end-users [9].

To take the full advantage of edge computing, it is nec-
essary to coordinate edge devices with the central cloud on
one hand, and with the heterogeneous cloud radio access
networks (H-CRANs) on the other hand [10]. With the help
of software-defined networking (SDN) technology, efficient
coordination of computing and communication nodes can be
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achieved with less complexity. For instance, when an IoT
device roams between different edge devices, SDN can assist
in evaluating the task offloading profit for that IoT device in
regard with experienced delay based on the network traffic, and
accordingly decides on whether to initiate the virtual machine
(VM) migration process or to keep the VM in its original
location [11].

From the communication perspective, the diversity of radio
access technologies (RATs), such as LTE, Wi-Fi, and fiber
cables utilized in 5G heterogeneous networks (HetNets) requires
sophisticated network management strategies to optimally
allocate radio and computing resources. However, with the
traditional network control techniques, which require manual
human intervention in many aspects, it can be quite challeng-
ing. To this end, network data aggregation and processing in
the centralized baseband unit (BBU) pool, in the well-known
architecture of H-CRANs, can achieve huge success in this
direction [12]. Small base stations (SBSs) and remote radio
heads (RRHs) in H-CRANs belong to the data plane in which
they are responsible for providing high data rates by exploiting
the spatial frequency reuse. Meanwhile, macro base stations
(MBSs) belong to the control plane by providing cross-tier
control and management, such as user association, traffic flow,
handover management, and network-wide coverage.

In this paper, we conduct a comprehensive investigation
on the feasibility of SCMA for distributed IoT computing
systems. By selecting different SCMA parameters, the system
performance is significantly affected especially with regard to
connectivity and computing delay. Scalable SCMA codebook
configuration is also proposed, carried out through simula-
tions, and is shown to improve system performance compared
to the conventional orthogonal frequency-division multiple
access (OFDMA) scheme.

A. Related Work

In [1], an NOMA-based radio and computing resource
allocation scheme was proposed to reduce energy consump-
tion in mobile edge computing. To enable an interactive
communication among sensors and actuators, a power and
channel allocation framework was proposed in [17] for 5G
IoT networks. Furthermore, a hierarchical computing resource
allocation scheme was proposed in [18] to optimally allocate
the limited resources of fog nodes in IoT services. In [19],
a comparison study showed that SCMA can provide better
throughput in HetNets in contrast with other NOMA schemes
at the cost of extra detection complexity.

In terms of SCMA encoding, several papers in the literature
considered optimal codebook design as in [5], where the
system capacity and outage probability were derived for
minimizing outage probability for SCMA users using power
allocation (PA). In the same context, the work in [4] aimed
to reduce the detection complexity in codebook design,
namely, the constellation design and codebook assignment.
The detection complexity in SCMA has been investigated
in [20], wherein the conventional message passing algorithm
(MPA) was enhanced using sphere decoding to reduce the
number of superimposed constellation points in SCMA

codebooks. Furthermore, decomposing high-order SCMA
systems into smaller low-order systems using mapping mod-
ules was proposed in [21] to simplify the decoding process.
In [2], a learning-based codebook generation and decoding
strategy was proposed to adaptively construct codebooks with
enhanced bit error rate.

From the computing perspective, different edge comput-
ing models have been used in the literature to investigate the
computing performance in IoT systems. In [1], the comput-
ing capacity of edge devices are divided into resource blocks
with certain CPU cycles. Each of these resource blocks is then
allocated to a cluster of users that share the same frequency
resources in an NOMA-based system. The work in [13],
considered associating IoT devices with different fog nodes
depending on application requirements and resource availabil-
ity. Afterward, each associated IoT device is allocated one
VM with constant CPU speed. Likewise, the study in [14]
considered associating IoT devices with suitable fog nodes;
however, the computing resources of each fog node were con-
sidered to be shared equally among all IoT devices within
that node. Table I summarizes recent related works consid-
ering different computing models, multiple access schemes,
and objectives. As seen in the table, some studies considered
edge computing using NOMA techniques (other than SCMA)
in homogeneous networks, whereas other studies considered
SCMA in homogeneous networks without incorporating edge
computing. However, SCMA has not been considered neither
for edge computing in homogeneous or HetNets in general,
nor in the context of IoT device connectivity and time latency
in particular.

B. Contribution

The major contributions of this paper are as follows.
1) An SCMA-based scheme is proposed for edge comput-

ing to improve IoT system connectivity, throughput, and
reduce task completion time in HetNets compared to
orthogonal multiple access schemes.

2) An optimization problem is formulated to maximize
data rate provisioning under the maximum power con-
straint of base stations. The problem is subdivided into
a PA problem which is solved using the water-filling
technique, and a codebook allocation algorithm which
aims to assign users the codebooks with the highest
signal-to-interference-plus-noise-ratio (SINR).

3) SCMA parameters are investigated to fulfill the high
quality of experience (QoE) requirements in IoT
systems. Since each IoT application has different pro-
cessing requirements, CPU cycles are allocated con-
sidering the total computing capacity of the fog node.
Moreover, each IoT device is assumed to have a partic-
ular processor speed to consider the detection time with
total experienced delay.

C. Organization

The rest of this paper is organized as follows. In Section II,
the system model is introduced where network, computing,
and SCMA models are presented. The problem formulation
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TABLE I
RELATED WORKS

Fig. 1. Proposed system layout.

and solution approach are given in Section III. Simulation
results and discussions are presented in Section IV. Finally,
Section V provides concluding remarks.

II. SYSTEM MODEL

In this section, the network and computing models are
presented. Fig. 1 depicts the proposed joint communication-
computing system layout.

A. Network Model

We consider an SCMA-based HetNet consisting of one
MBS and a set of pico (small) base stations denoted by
N = {1, . . . , Np}. A set of IoT users U = {1, . . . , Nu} are
served using a bandwidth B that is divided into a set of sub-
carriers S = {1, . . . , Ns} which are later mapped into a set of
codebooks denoted by C = {1, . . . , Nc}. The sum rate of user
k ∈ U is given by

Rk =
Np∑

n=1

Ns∑

s=1

an
k,slog2

(
1+ pn

k,s|hn
k,s|2

In
k,s + N0

)
(1)

where an
k,s, pn

k,s, hn
k,s, and In

k,s denote respectively the user asso-
ciation, PA, channel gain, and interchannel interference of user
k over subcarrier s at base station n. N0 is the noise power
spectral density. It should be noted that the second term in (1)
represents the SINR offered to user k from base station n over

subcarrier s. The interchannel interference can be expressed as

In
k,s =

∑
{i:|hn

i,s|2>|hn
k,s|2}

pn
i,s|hn

k,s|2 ∀n ∈ N . (2)

Thus, the sum data rate obtained by all IoT devices can be
calculated as

RT =
Nu∑

k=1

Rk. (3)

It should be noted that n refers to both the fog node and the
SBS since they are considered functioning on the same site
and serving the same users.

B. Computing Model

The diversity of IoT devices and applications such as
e-health, smart transportation, and smart homes imposes dif-
ferent computing and delay requirements. Therefore, it is
essential to address the specific needs of each particular device
to maintain satisfactory QoE in terms of both computing and
radio resource allocation. In the proposed system, each incom-
ing user (IoT device) k is assumed to have a specific data size
Dk bits, and a task completion deadline Tk seconds. Unlike the
centralized cloud computing model where all computing tasks
are processed in the distant cloud servers, fog nodes in the
proposed edge computing model are responsible for handling
computing tasks at the vicinity of IoT users within the small-
cell tier. The computing (CPU) resources in cycle/s allocated
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Fig. 2. Factor graph of SCMA with Ns = 4, Nc = 6, Nu = 6, ds = 3, and
dc = 2.

by fog node n to user k can be expressed as

cn
k =

Dk
Tk∑

k∈Un

Dk
Tk

× Cn (4)

where Cn and Un denote the total computing capacity in
cycles/sec and the set of users being served by fog node n,
respectively. As shown in (4), the computing resources of a
fog node n are shared among all associated users (k ∈ Un).
Moreover, the amount of resources allocated to a user k
depends on the ratio (Dk/Tk) such that a user with larger
data size or more strict deadline will be allocated more CPU
resources. Assuming that each bit of data requires one cycle
for processing (i.e., 1 cycle/s is equivalent to 1 bit/s), the task
completion time of user k can be calculated as follows:

tk = Dk

Rk
+ Dk

cn
k

(5)

where (Dk/Rk) and (Dk/cn
k) denote the delay incurred by wire-

less transmission and fog node processing, respectively. Each
task k is considered satisfied if the task completion time tk
remains below the task completion deadline Tk (i.e., tk < Tk).

C. SCMA Model

1) Codebook Structure: We consider an SCMA system that
allows Ns subcarriers to be shared by Nc codebooks which are
later allocated to Nu IoT devices. Each individual subcarrier
can be used simultaneously by ds codebooks; whereas each
codebook is assigned dc subcarriers. Fig. 2 demonstrates the
mapping relationship of subcarriers, codebooksm and users for
an SCMA system with Ns = 4, Nc = 6, Nu = 6, ds = 3, and
dc = 2.

Codebook design has been investigated in several studies,
including [4], [5], and [20], and is considered beyond the
scope of this paper. Nevertheless, the design process impli-
cates that log2M binary information bits are first mapped by
the SCMA encoder into a dc-dimensional constellation points,
these constellation points are then zero-padded to spread over

Nc codebooks. In this paper, the conventional user-subcarrier
(or codebook-subcarrier) association matrix is followed, where
this sparse association matrix is also referred to as the factor
graph matrix F [22]

F =

c1 c2 c3 c4 c5 c6⎡

⎢⎢⎣

⎤

⎥⎥⎦

1 1 1 0 0 0 s1

1 0 0 1 1 0 s2

0 1 0 1 0 1 s3

0 0 1 0 1 1 s4

.

Lemma 1: To scale the SCMA system without violating the
ds and dc constraints when using larger number of subcarriers,
the factor graph matrix F can be used as a block in a diagonal
matrix. For instance, the conventional factor graph F which is
a 4× 6 matrix can be expanded to a 4m× 6m matrix as

F =

⎡

⎢⎢⎢⎢⎢⎣

F 0 0 . . . 0
0 F 0 . . . 0
0 0 F . . . 0
...

...
...

. . .
...

0 0 0 . . . F

⎤

⎥⎥⎥⎥⎥⎦

where 0 is a 4×6 zero matrix and m ∈ Z indicates the number
of diagonal blocks in F.

Proof: Since F4m×6m is a diagonal matrix, this implies
that

∑
j Fi,j = F, ∀i, and

∑
i Fi,j = F, ∀j. Since

∑
j Fi,j = ds,

∀i, and
∑

i Fi,j = dc, ∀j, then F maintains the same properties
of F regarding ds and dc.

2) SCMA Capacity: The motivation behind using SCMA
for IoT systems originates from the scarcity of frequency
resources to accommodate the massive numbers of IoT
devices. Allowing one subcarrier to be shared by multiple
users helps improving device connectivity. The capacity of
SCMA system is determined by three factors, namely, the
number of subcarriers Ns, the number of users (codebooks)
sharing one subcarrier (ds), and the number of subcarriers per
codebook (dc).

Lemma 2: The total number of obtainable codebooks can
be expressed by Nc = �Ns(ds/dc)�.

Proof: Since Nc
∑

j Fi,j = Ns
∑

i Fi,j ≡ total number of
ones in F, which can also be expressed as Ncdc = Nsds,
it implies that Nc = Ns(ds/dc). For noninteger values of
Ns(ds/dc) the latter formula can be expressed as Nc =
�Ns(ds/dc)�.

3) Detection Complexity: The detection complexity in
SCMA receivers increases substantially with increasing
ds [21]. As a consequence, more delay will be incurred
especially when IoT devices have relatively low computing
capabilities. Since IoT devices, such as sensors, actuators,
and wearable body sensors are inherently heterogeneous in
their computing capabilities, allowing the same subcarrier to
be reused by large number of devices could be impracti-
cal for IoT systems. Thus, the detection complexity in IoT
receivers using SCMA transmission needs to be investigated.
For instance, the conventional MPA, which is a common
low-complexity decoding technique for SCMA devices based
on iterative propagation of messages between resource and
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user nodes, imposes exponential increase in complexity when
the number of users and the codebook size increase. As
introduced in [20], the complexity of the addition and multi-
plication operations required to decode SCMA signals can be
expressed as

CAdd = dsNsM
ds + lmaxds

(
NsM

ds − NsM
)

(6)

CMult = NsM
ds(ds + 4)+ lmaxdsNsM

ds(ds − 1)

+ lmaxNudcM(dc − 2) (7)

where M denotes the cardinality of the multidimensional con-
stellation points. lmax is the maximum number of message
passing update iterations. Assuming that each IoT device has
a particular processing capability CPUk, then tk in (5) can be
rewritten by adding an extra term related to MPA detection
time as follows:

tk = Dk

Rk
+ Dk

cn
k
+ CAdd + CMult

CPUk
. (8)

III. PROBLEM FORMULATION

Abiding by the aim of the work, which is improving data
rate provision to satisfy the delay requirements of IoT devices,
the problem is formulated as a data rate maximization problem
as follows:

P1: Maximize:
an

k,s,p
n
k,s

RT

Subject to: C1:
Nu∑

k=1

an
k,s = ds ∀n ∈ N ,∀s ∈ S

C2:
Ns∑

s=1

an
k,s = dc ∀n ∈ N ,∀k ∈ U

C3:
Nu∑

k=1

Ns∑

s=1

pn
k,s ≤ Pn

max ∀n ∈ N

C4: pn
k,s > 0 ∀n ∈ N ,∀k ∈ U ,∀s ∈ S

C5: an
k,s ∈ {0, 1}. (9)

The constraint C1 ensures that each subcarrier is allocated to
ds codebooks (users), whereas C2 ensures that each user is
allocated dc subcarriers. C3 sets the upper limit for transmit
power at each base station. C4 indicates that each subcarrier
associated with a user is allocated a nonzero power, while
C5 is the binary association variable of user k over subcar-
rier s. It is worth to mention that the task completion deadline
Tk is not considered as a constraint but is used to evaluate
the system performance by comparing the number of satisfied
users under both SCMA and OFDMA schemes as will be seen
in the results section.

The aforementioned problem involves both PA at each base
station, and subcarrier allocation that is, dependent on the
availability of codebooks among all base stations under con-
sideration. It is notable that P1 involves real, integer, and
binary variables which turn the problem into a mixed-integer
nonlinear programming (MINLP) problem that is NP-hard
and computationally intractable [1], [14], [23]. However, the
problem can be solved with less difficulty when subdivided

Algorithm 1: Codebook Allocation
Define:
C: Set of codebooks;
Initialize:
k← 1;
Set ck and Rk to zero ∀k ∈ U ;
Codebook allocation:
while k ≤ Nu do

Find c∗ satisfying R∗k (highest SINR), ∀k ∈ U ;
ck ← c∗;
C = C\ck;
Update Rk;
k← k + 1;

end

into two consecutive subproblems: 1) codebook allocation in
which every user is allocated a codebook that provides the
highest data rate (i.e., highest SINR) considering the com-
bined effect of all subcarriers within that codebook and 2) PA
whereby each base station undertakes power optimization for
associated users. It should be noted that equal PA is carried out
in the first subproblem (codebook allocation) since the subcar-
rier power is one of the parameters required to calculate the
data rate according to (1).

A. Codebook Allocation

The codebook allocation process has two phases: first, sub-
carriers are mapped onto Nc codebooks taking into account the
ds and dc constraints. Second, each codebook is matched with
an IoT device aiming at providing the highest SINR to IoT
devices on a first-come-first-serve basis as shown in Fig. 2.
Algorithm 1 illustrates the codebook allocation mechanism.

Lemma 3: The proposed one-to-one matching mechanism
is a set-wise stable matching; that is, all users are guaranteed
to be associated with a codebook.

Proof: A matching function is considered stable if
two conditions hold true. First, no individual element in
both sets prefers being single (i.e., with no peer from
the other set). Second, no pair prefers other elements on
their current outcome (i.e., each of the pair elements does
not prefer the matched element). The proposed codebook-
user matching algorithm guarantees stability due to the
following.

1) All (C,U) elements are considered rational; that is to
say, no user prefers being without a codebook and vice
versa.

2) Since codebooks are allocated based on a first-
come-first-serve basis, codebooks always prefer their
associated users. On the other hand, users might prefer
other subcarriers that are already allocated to other
users. Nevertheless, that would not violate the second
condition. Moreover, codebooks are considered strongly
substitutable meaning that a user requesting an already
occupied codebook can be allocated the next best code-
book (with the next highest SINR). Accordingly,
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the codebook allocation mechanism achieves
stability.

B. Power Allocation

For a given codebook allocation, P1 can be reduced to the
PA problem that aims to maximize the system data rate (or
minimize its negative) under power constraints as follows:

P2: Minimize:
pn

k,s

−
Np∑

n=1

Nu∑

k=1

Ns∑

s=1

an
k,slog2

(
1+ pn

k,s|hn
k,s|2

In
k,s + N0

)

Subject to: C1:
Nu∑

k=1

Ns∑

s=1

pn
k,s ≤ Pn

max ∀n ∈ N

C2: pn
k,s ≥ 0 ∀n ∈ N , k ∈ U , s ∈ S. (10)

Assuming that subcarriers have good channel conditions (i.e.,
SINR >> 1), then the logarithmic function log2(1+SINR)
can provide an accurate approximation of log2(1+SINR) in
P2 [24]. As a result, the objective function in P2 is a negative
concave (convex) function since logarithmic functions are con-
vex on positive real numbers [25]. Therefore, the optimization
problem is convex and can be solved using the Lagrange
multipliers method

L
(
pn

k,s, λn, vn
) = −

Np∑

n=1

Nu∑

k=1

Ns∑

s=1

an
k,slog2

(
1+ pn

k,s|hn
k,s|2

In
k,s + N0

)

− λnpn
k,s + vn

[ Ns∑

s=1

pn
s − Pn

max

]
(11)

where λn and vn are the optimal Lagrange multipliers related
to base station n. Note that the interference is considered
as additive white Gaussian noise for simplicity. By finding
(∂L/∂pn

k,s) = 0 and fulfilling the Karush–Kuhn–Tucker (KKT)
conditions [25], the optimal PA can be calculated by

pn
k,s = an

k,s

(
1

λn
− N0

|hn
k,s|2

)+
(12)

where (x)+ = max{0, x} and λn satisfies the following power
constraint:

Nu∑

k=1

Ns∑

s=1

an
k,s

(
1

λn
− N0

|hn
k,s|2

)+
= Pn

max (13)

which can be rewritten as

1

λn
= 1
∑Nu

k=1

∑Ns
s=1 an

k,s

(
Pn

max +
Nu∑

k=1

Ns∑

s=1

an
k,sN0

|hn
k,s|2

)
. (14)

where (1/λn) represents the power (water) level at base sta-
tion n. Therefore, the power allocated to each subcarrier is
determined by (1/λn) and the subcarrier’s channel gain as
seen in (12) where higher power is allocated to subcarri-
ers with higher channel gain to maximize the data rate. It
is worth mentioning that implementing water-filling in both
OFDMA and SCMA systems is fundamentally the same; how-
ever, since SCMA allows subcarriers to be shared by multiple
users and within different base stations, users that have a

Algorithm 2: PA in SCMA

Calculate 1
λn

using (14), ∀n ∈ N ;
For each user k ∈ U within base station n:
s← 1;
while s ≤ dc do

Calculate pn
k,s using (12);

s← s+ 1;
end

common subcarrier in their codebooks can be allocated dif-
ferent amounts of power over that subcarrier depending on
the channel conditions. In other words, one subcarrier can
have different amounts of power when assigned to different
codebooks, unlike OFDMA where each subcarrier can be allo-
cated to at most one user in a timeslot [15], [23]. Algorithm 2
illustrates the PA process in the SCMA scheme.

IV. SIMULATION SETUP AND RESULTS

In this section, different metrics are used to investigate
the SCMA performance for edge IoT computing in terms of
data rate, connectivity, detection complexity, and computing
performance. To ease tracking simulation parameters, Table II
presents the list of variables and corresponding values used in
simulations.

A. Investigating System Performance Using Different
SCMA Settings

The advantage of SCMA over OFDMA stems from the
capability of SCMA to accommodate more IoT devices in
order to enhance the system capacity. On the one hand, allow-
ing more users to share the same subcarrier (increasing ds)
helps to accommodate more users at the expense of higher
incurred interference. On the other hand, allocating more sub-
carriers to users (increasing dc) leads to higher data rate
provisioning for users but degrades the system connectivity.
Hence, choosing ds and dc in SCMA depends on the particular
demands of IoT systems. Figs. 3 and 4 demonstrate the effect
of ds and dc on the number of obtainable codebooks and sum
data rate, respectively. The number of obtainable codebooks
in Fig. 3 exhibits an increasing trend with both increasing
ds and decreasing dc, and with 16 subcarriers available in the
system, up to 48 codebooks can be obtained. Fig. 4 shows that
increasing ds leads to better system throughput; however, the
incurred interference could deteriorate the system performance
when dc is not carefully chosen. One downside of SCMA is
the interference encountering IoT devices, which leads to large
throughput gaps among devices due to the variable channel
conditions. It is thus motivating to statistically investigate the
per-user throughput difference in SCMA systems. To this end,
the standard deviation of the per-user rate can be calculated
as follows:

σ =
√√√√ 1

Nu

Nu∑

k=1

|Rk − R̄|2 (15)
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TABLE II
SIMULATION PARAMETERS

Fig. 3. Obtainable codebooks using different values of ds and dc.

Fig. 4. Effect of ds and dc on the sum data rate.

where R̄ is the mean data rate of all k ∈ U . As seen in Fig. 5,
the variations in per-user throughput show remarkable increase
when the values of ds and dc increase.

To support the massive connectivity of IoT devices, the ratio
(Nc/Ns) (also referred to as the overloading factor) is desired
to be much greater than one [26]. The latter condition can be

Fig. 5. Effect of ds and dc on the standard deviation of data rates experienced
by users.

satisfied by increasing ds (refer to Fig. 3) which also leads to
higher data rate provisioning as depicted in Fig. 4. However,
the interference incurred by increasing ds can also lead to
higher variations among users in regard with the experienced
data rate as shown in Fig. 5. On the other hand, increas-
ing dc has a negative impact on IoT connectivity; that is to
say, less codebooks will be obtained when dc is increased.
Nevertheless, increasing dc still shows an increase in the sum
data rate since more subcarriers (higher data rates) are allo-
cated to fewer number of users. Furthermore, since increasing
dc allows users to utilize more subcarriers, more interference
will be encountered especially at high values of ds, and that
bounds the increase in the sum data rate and incurs more
variations in data rate provisioning as seen in Figs. 4 and 5,
respectively.

Since SCMA allows each individual user to transmit/receive
over multiple (dc) subcarriers simultaneously, and allow the
same subcarrier to be reused by ds users, the sum throughput
obtained shows an obvious increase compared to OFDMA.
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Fig. 6. Comparison of the per-user data rate between SCMA and OFDMA
systems at Nu = 8, 10, and 12.

Nevertheless, the per-user data rate provision shows a consid-
erable variation among SCMA users due to interference espe-
cially when the number of users increases. Fig. 6 demonstrates
that feature of SCMA, where the central line indicates the
median data rate, the box edges indicate the 25th and 75th
percentiles, while the bottom- and top-most lines indicate the
extreme data rate provided to IoT devices. From this fig-
ure, it can be seen that the per-user data rate of SCMA is
higher than that of OFDMA, but declines with increasing
number of users due to the incurred interference. In con-
trast, OFDMA users experience lower data rates that are
relatively fixed with respect to number of users due to channel
orthogonality. In addition to their effects on connectivity and
throughput, ds and dc have significant impact on the detec-
tion complexity at the receiver side. From (6) and (7), the
total number of operations required to achieve signal detec-
tion is depicted in Fig. 7(a), whereas Fig. 7(b) shows the
time required to execute these operations by an IoT device
with a 20-MHz processor assuming that each multiplica-
tion operation requires three clock cycles for processing, and
each addition requires one cycle, while the total number of
users in the system (Nu) is 12. It is worth mentioning that
the effect of dc on detection complexity is minor according
to (6) and (7) compared to ds which acts as an exponent and
thus has significant impact. For this reason, Fig. 7 presents
results using different values of ds while dc is considered
constant.

B. Proposed SCMA System Performance

To quantify the performance gain of SCMA over OFDMA,
we consider an SCMA system with ds = 3 and dc = 2 in
order to improve connectivity and to satisfy more IoT devices
while maintaining the detection complexity within satisfactory
limits. The improved system connectivity of SCMA is evident
compared to that of OFDMA as manifested by the number
of satisfied users in Fig. 8 where users are assumed to have
different task completion deadlines that follow a uniform dis-
tribution with mean Tk. It can be noticed that the number of

(b)

(a)

Fig. 7. Detection complexity experienced by SCMA receivers with dc = 2.
(a) Total operations required for SCMA detection. (b) Time required by an
IoT device with 20 MHz processing capacity.

Fig. 8. Computing performance comparison between SCMA and OFDMA
under different deadline requirements.

satisfied users saturates when the connectivity limit (i.e., 24
users in SCMA and 16 users in OFDMA) is reached; however,
enforcing more stringent delay requirements by IoT devices
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Fig. 9. Sum data rate using different schemes.

Fig. 10. Average task completion time for IoT devices.

results in less satisfied users since the task completion time
will exceed the task completion deadline more easily.

Adopting optimized PA techniques such as water-filling
leads to significant performance improvement compared to
other strategies as shown in Fig. 9. It can also be observed that
the sum data rate shows a continuous increase in SCMA until
reaching the maximum connectivity limit which is 24 users
at about 3.8 ×108 bits/s, and that surpasses OFDMA which
saturates at 1.4 ×108 bits/s when the maximum connectivity
limit is attained at 16 users.

A comparison between SCMA- and OFDMA-based edge-
IoT computing is presented in Fig. 10, where SCMA shows a
clear advantage over OFDMA regarding the task completion
time. This is due to the higher data rate offered by SCMA
which reduces the transmission delay of computing tasks.
However, when the number of users increases, the advantage
of SCMA declines due to the encountered interference. In
addition, the competition among users on the limited com-
puting resources of fog nodes tends to increase when more
users coexist in the system; as a result, the task completion
time of both SCMA and OFDMA schemes increases with the
number of users.

V. CONCLUSION

In this paper, an SCMA-based edge computing scheme for
IoT systems was proposed. Different SCMA parameters have
been investigated to showcase the applicability of SCMA for
IoT systems in comparison with traditional OFDMA-based
schemes. The effects of these SCMA parameters, namely,
the number of subcarriers allocated to one user and the
number of users sharing the same subcarrier have been exten-
sively studied and their effects on the system performance
have been presented in detail. An optimization problem was
also formulated to maximize system throughput under the
power constraint and solved using the water filling approach.
The results show the significance of implementing SCMA
in improving network connectivity and maximizing data rate
provision for better QoE performance in IoT systems.
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